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2013 ) AL szl st 70 FEAREA B IIVEL AIEERE - £
Rl IRk AL (Capture the Moment) -~ {Eanf#iFs 1940 S-(CF] 2012 4 > EL64L
HLEVIE R S —EREE E E s - OB BRI B AR - HRERAVE
B AR E A R BN iR BRI o TR RAMIAE
Bl - ERCE B E R RS AR T Al

(trauma) | ELErEAYBEMAEAE 2 1% -

WL 2L AR E L 2 P PE E BRG] > 1940 > 50 AR S -
1960 Z(| 80 FEAHEFL A PIERERLE [T > 1990 FEARINVE S KBt > thAaR/D
B L EETEBREANREAM » DB EEAZHS L—ENERL - B2
1958 11y " {5281 H (S (Faith and Confidence ) | 4C5HZ B EIEEIEITERS > J0HE
ARSI EE ¢ 1993 AR E T RS 4E (Feature Photography ) (Y " ¥i55

(small talk ) | - R EHFAEAR 558 AR Ry — H IR A E - (HiS kg
Al BB BB -

RESIHVIR R BSOS e 2 IR R R T - B2 AV » R g
BRI THT - Bch NFTRITTERE 1994 (YR8t » 915C - FFF (Kevin
Carter ) 117 " Z{F1#5, (Waiting game for Sudanese child) | - f{E AR [EE -
LR IIER R R EEER BT - bR 7 BT - RO¥ER » ey
ShlEnE R FABRSHRASE - MY KHE ¢+ T BIFEIFEER - FOLAERIB/N
f%—# (I’m really really sorry. I didn’t pick the childup) ; -

seE NI ESEEEE 2R E > RERAIBRT - ILAERA
FEEF R DT FARMAG RS %L > BHEGERFHER A LS
figt o A ILLLRBUERVACERR T EEEHYR %) (Moment of Impact) | 1 > 51 E



(EE PRt E R R KB RER T ~ JBIRE - [FREEsC Al - 1979 4
S - GIF] (Thomas J Kelly ) DL T S4i22inig HAYAER] (Tragedy on
Sanatoga Road) | Ff55 17 24BFF#EI4E (Spot News) - iEHZERZEA AT
T fERERNEINNE - BEeARE THRENE T  BURBERLEREIZN L
HEBT2F > REBRABIME - SNBSS AT RS - (RECER
i [l Y R RE AN T A R B E -

PR T SCE EERHIRI AR - 2 TGS > A A G RICE A E
EZANRBHE RN ? BT IAGHRR e REEE AR - 1984 5
RIS ESLEZ RS - #£2AY (Anthony Suau) "#C7&H ; (Memorial Day) -
B 2 F g T E GRS IR SR E TR S | - BTk IR
AALHIIERE - (ERIE L TH E CARLERIF R AFER I Z TR 2
MatE A B EAE T ? EXRRIGH T acE e B R LT Eah ]
DIFIE > g ElEigie g 5 HEA AR RIS - MEcEHYLiigs - ¥
EENGNR S R L AICE R - sAE A -

HRNGEA 2N A S E RS S E IR M Er R R S R R
S LIRS A DUBAR 1994 A GREETR BN » 258 R Ae A 800 120 for S HUER
o DUEr 2 H B E (Satellite News Gathering, SNG ) #2HE37%1] ~ BIFEFHYHT EIAIER
SNSRI - BRI G EEESE T HE S o R E T R
HR TSR SRR - SRR EE AR N S RIE S - AT
M5 | B B IR - fEE iR A D R EESE - BHUSEAVANENSE
AHBEERRE A (FFHEsC > 1998) -

2003 4F > FEMEEEKEGHE Y BE2EE MRILE HFE > ERAR
R PARRIETIE S AN BB OHSECEAEmER R - & 2800 By
TR BRI - B R ER] S DR EE a7 SRS 5 [ 2 RARRE L
FERVFEE - AR NS E T EREREZ RSy > SREREMERFAHE AR
by > BEIRGHRERIGH R E S AMERIRREEIE(L (reference) -

2009 FEZEEEESREENE - KR REEL R BRI EE AR > DUEE:
AT EIR BRI > SENESTARREHERIFESGESH - B EE]
B TR EW - flan  —RIVUR NZHRE SBT3 ) e/ Nz
SECHEAE - fE/INZ ~ WA RE B ZREREME A A il 5 - SHA B H AT
T8 - TEAEREN _EEE - ENF5 G ERG N~ itarE e F
FiEfmE - b —EEEREEZEE (NCC) FETEAHIRHIR U HE

(reference ) -

EEA GRS St > By E R B E AR - it g
FHEC AR RFRIGHEGETH - 1240 Surette (1998) Frfeth HATE LA
HHIRUIEBRS ERAVERETH - JUIRE SR —BA A 56 -

URFEE R ZEHE (victims) BlfEF#E (survivors) K - SRAIEIA USRI e 2
HEEERMEY - EEFEIERFFEZE] Nissim-Sabat T AKVERE - AL - ASHIZEE
HEFEE T s SRR EAGEGTEZZENTHE -



Tt A E - 28 HIRA0 Humphries (1995) FTERYIRES: » e
BEUHGIRSC TS - ARFERERE B R RS A E AR L EE RSt ERlR
AR AR F R 2 - A it miE i B fE USRI BA re e E(E > 1T2
WA TR -

HFECETLE T EAGEEEA - R EHEERE K
REHE > FEEOENEIEES RV FRCR B RER FESE - e EoEEMEH
EKAT LIRS RSB - S ftRe BT R E eVt SRS
A ZBIFAE T E B > B RBRERGR EPRETHIDURMREE - RisEmayR
BREEFEIEE(L - EHEE - & TEEMEAER - SR RIEERE
FA 0 EMREEEH— B g R R B FHAR BN EREARKEFSE
SEEGINE - B EEE -

1E 2004 FEEEE A R BN B Z S S8 R B M E = - BIGHT RS
IR EE - EmEI R & N A G R S R > £
FrEERAERE T - AEGEAIGSEFZEE - oI - AR AGE
ZEEMEE > AR B AMERG 2 IS - BSOS AERS S5 EH B
11> EAEBEERE 22 AIB B IHER - AIEEEAIRS: - AE S EHTHHE
[EFENIEEEE T EE - DA ER R E R RN ERE > T
HBEECENIREIZE R - DUERRNG BT 4% <A IR0E - Hri
EABEEFEGTAIGRE - W HEMEILE - Sl TENERERES
H80EE > FERZ AEAEER MO Wb 22 1 AT o 3w A {1 e e

Rt - (EEFIRFCAlE LR (trauma and journalism ) » F SR Lokt
AURTRE > 1 2004 2] 2013 fFEAVRASE - GO st BB TS - [IGERA =
BECEHTE > S EH 20 27 > I EH RIS I = 2 gL
HEEE A > R EREESHE > B A G AR E R IR AR
% °

15 T IR MY ANG R B e - BRI EwHR) > AI{EENE ~ BN ~ K
FE > A BUONEESSERL SO EEC B e~ JRETHSEERE AR - 112
IR AR R, © 2011-2012 P2 BUR e IR A\ B b TTaT S 8152 B AR 2
F55%8h (Fulbright Senior Scholar ) ffil) > Fil{¥: <[ PH HE B HE R T A EHE (LR
3 > WAL EHmE s RS MY R R SAIE L aF - 2815 (AI5
ZE SRR - AN RABER TS -

B ANHE I HE 0 B o BT RS REE - AR OIEEE - LB
aaRg ~ thE B TRR - KEFEEE AR - EREAH I R R
B ~ AR - REEABGEG28  HEERRERE - fRE=
Fa M EETEAGR - fIENEEE - Z2RIEERNAE - a5

AE 2004 EHIEETRELEIN BTN - BESEERB R A ET E R R RTINS
FEik o EREARGHIRA DIKRIETIE - SlexELHE - NILETETIEEVRT G
Pz EERRBIGE - AERVEERE o EREFEERDHRAERABRET > #HENEZES
HREHIRER S - R BU (RS B e T e 2 E HREHINE - B
ZX e



YRR o BT A B R EE A PR ST Bl (5558 e He 1 e ' PR e EAL e L TR
TE«E B G 7205 - RIS S B ARG RITE AT A B
BIEHTRIAVIORE ~ BIEG T EHE A B R 85 -

FEEL R G A S BB R AR - EZITTEITERER - EELIF]
MR E > BEAN - BR THEBUB RO AN G ST E B - SR = & i
BhER A S i sl ~ AR REREREEFERTIER - [RIRF BT A H A R (&
MR ~ BHECEWG - SRR ALAE RS HEE S A R B ARV KIS AS
T TAGERE ) - EEREREZEET  SREEE PRI GBS
BLEFS ST R - & A S M 4 LRI 5 > I T B & 25 T 5wy
FHEE -

fmE it - BEESEERE - EEE E G E 2 EE LB E
WL HEERGH AR RIS RI T H - 2/ DRen =GR E
CMNYAESTREHE (Dart Award for excellence in coverage of Trauma ) “FiT44 F154%
TESLIEE © BB BTN HERNANH EZNE ST EFEEEBEHL
E2EAIGREE ( Post-trauma growth ) » X EEAREIE 384 AEFEMEIRTF
B8 GTesEake -

AERLEITTEFERER - A SERE Lo SRS LRl H AV ERRe - SRERAMTHIT
Jit > RESH AT IFEIREIIIEERE - AR LR R B A (G B B B R
BE; TRERET IR AR AE G A T EE - EBFIEE R 2 EH
RETR T HRTESIL 7L T M 15AH B A 1T S50 R (LR B VBRI 5 > AN R bR
SRS Y RIS F B - BhR R A i LA R Y S80I FH S (5 O
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ARERES AR - (RIS 18 R SRR T IE R SRR AR S & B AR AR AR L BT
B BUEREEIEENT - BONEREERE A - BRg - POHEEZEREAE - 4
KTEMALLTE AR RS - BASTRIG - EEE MRS g
R - PURAZEHEEE ~ so el ERHlR BN = - BxSai
AR S I RIS S B PR EIRAVBERM & TR A A
B ESAIGHERT S - A AT -

Bl RIS 1994 FEBR4AESS > [FS0 ks | Past winners share a commitment to telling a powerful
story, offering respect and compassion to survivors, and to remaining sensitive to the complexity of a

tragic event. ; » F# 2011 FEHEIT R - FFHEFHIAIGTERBEERIMARL S -

4 3@ 4@ (The Dart Center for Journalism and Trauma ) 7 1999 1 P& Tk [E] 58 e diE A E2 R 1T,
Hiz 10 /] > TR B EUE ~ BB R SRR > REBERTERERES > HES
L KBTI E - 7F 2009 FE ALY EHm EE o KB R BT - BRI R 2R P Ry P Rl o0
(Dart West) » JFATE 2011 FEFE H&EFRENEER B%E2EEEREBARNE R
BEG G BEEEREKEMIEEHaL o KRB EIASY » M RERGETE > HER ARG R -
FrILIEGH o FiPEER 0 Meg Spratt TAF » DU EE N ARSEE (Asia Pacific) 0 T {F Cait
McMahon > 2T R ERBLIER - ZERGTE KB Roger Simpson ##% DL K, Randal Beam % »
AR NI SZ R ELEEED - R R -
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BRIl - BURE T AfiEEA S OER - sCE T S HAT N H A HE
Kl > EEN VLB R IR CE R - 2RO E SR 2 BRHE - BURR
SEHYP R B AGHE B B NREEIZ AR - PURAZ SR EY N e Z A e S e ]
ISP R SRR T A 23 -

% RRE BRI (U4  ATRBE I - SLURAT -
B AR R+ 2L LSBT SR R R B T R+ — T
)RR A GBI G SRR - ey -« AYEEF - MARAYEmSE N -
SELHTETINEIING - WA TIE - E00 - EEAFREEEH R - i
BERBEE - RRE LB EE ?

Bk BRSA L BLT R mE SR - AN EREA S T ERILFEER
DIgeSilett S B LS IFE - BEEUT - BN EEZLIAIGE L5
[ RE AN - SHig TSR A EE D REEN NSRRI Z K
FERIIE NEIR - 20 DI S B GEBRR R BRI » AT ST iR BRI LLIE
[ O R R ORI AT B W REOR S R R S A FTEE IR AR ] - 12
HEh(E NS OB R B DU ITIR RE A A g > BRSSP RE LS
s AR IATELEN T B > DAERIS S SRS - ZRIP0E - SR aERe
NE - B PIHFE NSRRI EAYRIEE (Sheldon & King, 2001) -

Ryt TR G i TR RS (R M g ? B oA T E RTBIEGH RS - Al
FrEFEEERE - AW JUTRE AN HEER > EE ST RN ST
Ry | X HEBLEKENL (compelling and drama) » fHEZRECA ~ 407 - fEFE IR
i ~ B E S LB AR A R N 2K SR R AN R AR R S 4
ERRA G A ZE R AL &IV a (Grabe, 1996 ) - EfEZEIETE - BN -
SCEEEAFREN RS - BE 08 LEVE £# (sensationalism ) HYRESE » &
B AT PRI BT o SR R A RS A = T
s EE R LSRR - I B DR EEEHEYE RS
DU EC 0 7ns ~ BBl EESE (Briller, 1993; Grabe, Zhou, Lang & Bolls,
2000; Grabe, Zhou & Barnett, 2001) -

TEE R TERA NS A 2R E T80 - e E iR aREE
FrE SRR E R N - HATWSE S R R R R O R R R A 1
fifi . (memory and evaluation) - ff%1 : Grabe Z A (2003) DIEEDE » XX
HEEANERE NS CERRES eGSR E) BrEHREP = (BB HE—RE
45750 BIRIEE A S 2 SRR R bR AR o [



T/ e EEE T el AR ISR - (B2 7/ bivedE =t
SRR AR I N BB AT o BE A M EN SR (dilemma) >
RN CELRVE TR0 - R L B Z il e e EE - HiE2
B N g B eSS TREEEI L - BEAeT A BE W T S I S A et

( Grabe, Lang, Zhao, 2003 ) -

AR AW 7 8 BRI IRV RS T T - BVE T EANA A E Tk
o [EEERE EHE IR ZRIYRIE » Steven M. Chermak (1995) 1F Victims
in the News 22} RN EHEFRR=EIENESN T » THEZEEH
BG4 S L B R P T R M - AR R X RS EE S I 2RV A 25 - RIELIE R
ZEHESTEHENESEDR - ERFHEILEREEREE > MROCEIIER
SNSRI EEF R KRS T TSP 52 o Ry IR LR ES TRIE 2 SEEY
Bl =N A—EtEEE A —RRRAIERZLERS  BRERIEEN
EallEE R EE s B B E S T ayeEE =0 JEIEH RIS T DA AT
5 o T ELAF-#r i B AT i T = B2 i TRV » (B2 B R TRIVIB Y Tk
FIEHE < JBRE NS | NHUHTR] > (S EREEREERA » K KEE KRS
(Sheley & Ashkins > 1981) - &/E W ARHDIAVIRS: » B (1999 ) #3058
T DT RO S BN AR P RS - LA 2R EREITK -

RS BT - E ERAOAEEIT EEGEE H Y - (MAskAE
BTz (Vettehen, Nuijten, Beentjes & Johannes, 2006 ) > Bek (2004 ) AYHT
FHEI > T HENEEEE =SELURE F AR M A T EE AR - —fE
EWEMEANA > EEMMERNAEE S - EEEEEME - B2
Has Nsl—f AP EEIVERIERNE - e GEER B — e R 1
FEEOERY BB S TRAVEIE R S A 5 a8 2% » a8 T RBECE s HIEK A LA
TR EENEE - CEIEHRN BB BIZET g REN A ILHGEAEST
I o B ERE T R B EAVESR - IR RN BUN N E AN E
FHFE - SRR E BRIV DTRIRES - RFeEaR s S RS B TR E(L - &
I Fy T REBETEARE > G RITEZREE A » s —#8—
BERER > IO EHARBIVEREPOKEFESH - TRiEnNs - 31
HITFAE - A REEE T EEERE AR RS g EE -

ERTAE A — E E DU E T B N BN E R 23R - bR T 2REEAE
Bl RELRE NN e - WESREHAIBHRERIT R/ - NRIEZO{ R
BB EE > R EEREN B EAEIIER - BT REREE
CHIFRERES G F AV ERE T E - [BER TR RS TGEERR - NEy
FriEfmEsh - SCE N HIEE A USRI R AR - HrE S GO B R RN
5 O R - —(ER BN RN - IR ASEIIE R R
ey As . —(EE AR R 2 F N E S DU CRE T SR F ]
R AREBZEAN - HEEE AN EETE AR S PERENR - AT
Fes IR R OB R R R I AR B £ A -

L. EROHEZFREER



IEALLEREE (positive psychology ) 23T A4 L ERERSERAVHTE S, - NENEE
BEUEE (pathology ) BAE[@AZ (risk factors) - BAIAERER - EFELN58
{E NEL ARV IR AN R & - FAE 1954 4 Maslow fYZ{FH » RESELE
"Toward a positive Psychology ; ({£{& ~ EE&4: » 2006 5| HFEAZ » 2007 ) -
1 1998 £ [ HE 52 Martin E. Seligman K JJ#2{E{& <2 F|E1 » Seligman F1
Csikszentmihalyi (2000) /A American Psychologist 4z E ]3I A Positive
psychology: An Introduction 3711 4E » 4EKEA Y 2002 F£H ik Handbook
of Positive psychology —= » [F[a]MERE R MY B2 It 2e £ /& -

Seligman (2002 ) #—F5HIERVOEE » ANEUE K OB FTER MR AVETR -
EZENAE ODIEERENGEE RS - B SR RS A A dr R e Y
AR TRy EEL » E A E SR - SR ERIE A E SV IE RS
TEH R ST » sE AR MBS M - R4 Seligman (2002) HYEZL >
IEELOERRTEE RV IE A 2 BB AR TE - B Ay T ATVEI AL (pleasant life) ~ 35
HHI A4 (good life ) B ZEFAY A4 (meaningful life) -

FR#E Seligman #1 Csikszentmihalyi (2000 ) F&EZE » 15 [a) O HH 2R 5 ([ HLg o
PE=E A (pillars) SREZRBIRFEERJIE il E R RS

( positive subjective experience ) ~ {f A4%F'E (positive individual traits) -~ 1
[i#f% (positive institutions ) - IF A EEIASERE(E ASHEE CAE - HEZH
BUEGZINRHER G H SVERENE > BErHEERE © BEIVERR (well-
being) - jfi/e (contentment) Ejf= (satisfaction) - IRIEAVCMREEES
(flow) Ed{R%E (happiness) - FIARKAVAZ (hope) HBi%4#] (optimism )

( Seligman #1 Csikszentmihalyi, 2000; Steck, Abrams & Phelps, 2004 ) -

{E NE RS —EHB A I ERE A AFE (constructive individual traits) »
FE 0 448 (optimism ) -~ 4% (happiness) ~ EXE AN (perseverance) ~ H
i (high self esteem ) EE{EER ST N AR AR EAIEE ST (effective coping
strategies under stress ) - Seligman (2002 ) 3¢ /5 1F =B A4 E BB/ SfESE
8 FEREE (wisdom & knowledge ) ~ BB, (courage) ~ AGEELE

(humanity and love ) ~ [F3% (justice) -~ {&%& (temperance) Ei[ &=L

(transcendence ) - ELbIEMRIRTIREANESUE ~ 7 T2 E2ZEH
CHY © IERERETEREE - SRt - SRR E AR I R
RS S HIEAfERRAY N — (Seligman F1 Csikszentmihalyi, 2000; Steck,
Abrams & Phelps, 2004 ) -

IEFEDOEEER THEIE A OIRER R+t a] AR EL A O FRER A i i L P G AL R
4N : fE«EEEBEE A ( Emotion-focused approaches) H#53iRE (well-being) -~
18577 (resilience) ~ [WiigklEm (flow) ~ [FE[aFE4E (positive emotions) -~
HE (self-esteem) -~ [KfE (coping) & - sFIFERLE A ( Cognitive-focused
approaches) BEA#E ] (creativity ) ~ 48] (optimism ) ~ #HE (hope) -
HIAGEE (self-efficacy) ~ [FEfiE A (problem-solving) FfIE'E (wisdom) % -
EF L E [ (Self-based approaches) GfEEE (authenticity ) ~ J&FiM4 =

>K (uniqueness seeking ) flEEEE (humility ) 2 - A[&H{A (Interpersonal
approaches) 55> (minding) -~ [EE (compassion) -~ JFEiH



(forgiveness) -~ E#t (gratitude) -~ & (love) -~ [HEHEL[y (empathy) FIFI
(altruism) % - A ¥JH{ja ( Biological approaches ) H#EES% (toughness) -
&0 FEES (neuropsychology ) ~ %52 (biology ) - e RIEHL ]

( Specific coping approaches ) HEH[E444%Es (emotional experience) ~ ¥fjiA
S FMYIE[E X (positive response to lose) -~ 83K EF (pursuit of
meaningfulness ) ~ 4%t (humor) % -

EtEE PR (AR AR EAIGE - RS RA RS ~ 1B
RYEGA IE RS R - Hiam b [EESRERMEAIE TEIR - WWHIAEAIER
FZJE > BRAORFFEEBRIA S > DU EREIGAIGET - s AE i &
B E (K - Seligman (2002) 5yl 8 fre B B i 44 BI85 EUSAHRE > 0
HEHE ~ 210 - (tEELGHRE - SRR = E > Mg 5REZ
— 0 E RS R N SR BLIE [ B R S - B e bR RO R BT AR
SRR A MR > R R DAL A OB Ry R > SERVRIE S IR R R
FHER ~ /> EEIERREECH - REBASELR  EERD - 7%
YU~ AlE T DRIEERTRE > ESE D -

FEREITHIZERF & Snyder il Lopez (2005) 587 1F (A L BB HE (L O HE PR G T -
(4 © TR LA R R B R e RS M T AR E AR I
EIRFETIOERS » HEMATECRE AT BRI S o S SOt e R -
FREFIBFRE IS~ 52 - S5~ (ELAGIE - TIRMS - LRI - T—
BT B 3 O ) L RO e L G B IR

2. IEMREO BB A

HReNE X g RS 2R PR T el e R EEE - RN ESF
oL HER R R R E S E BIEHYEZE - Elliott (1997) LIElEr T3 X
BIGEMFR G 505 (135N » 72%M 25 B R4S R RIE - 32%HY
ZahE VAR (delayed recall) - JCHZEZR T A G &R H LAY
i 5 [RERIB IRV AR FUE S Ae NS - BAREGE H &S -

Singer - Slovak -~ Frierson B York (1998) #f%% 1995-1996 E24¢ 11 Fiffi =
BRINADIT PSRN 2245 £4 3 5] 8 FEARINVERE - ST H R S G BRI
AR > WEB G HCCARBRELEENAEER - A0V E 1T A¥E
FENMEETFINETH » BnEEEEEHNEERE S HEE - BEEEIT
2% °

Saylor ~ Cowart ~ Lipovsky ~ Jackson Ei Finch (2003 ) £ 911 H{%&—fEH -
FE 179 fi 5 FHREBLEBMMINE R > FFRELSERBRERMSNIZE
e i e IR S+ E AR E N - AR - JtEE i
R N RE AR B B aar B4 A VMHRARKES » BB RBETE RS

( Posttraumatic Stress Disorder, PTSD ) HVAHRETEAR L ALZS » T EHEFLCATK
AVfZE B 1% - Saylor ~ Cowart ~ Lipovsky - Jackson Ei Finch A& #5714
B D R R SRR E R DT B4 4 B T gy
=ERHE » SR RUAVER T EEN SRR E A AN



Bor > EREERE R AR R IART HR s4h B - 2 TR AR RIE
BRI R A A M SR EE IR T A, O HEU BB SR Er R
BhiZ B8 S EEPTT AR AV R TR 44 -

Jamieson - Jamieson £ Romer /152 5 Bo# I MERZ AN #2E0 - tA%EDIAYESS -
SRR N E AR AR > AR RO RIFFTRFRA - e ER A EHRE
R AR 5N — 5 AethE D B AR Y 2R R B AR T E R
EREEURATE - EAYNRIGRY - 5] LU — DO TP - Bl
NI R A A ALL 55— R Sy IR RV ARTE - R a0 O B AR G Ay s i A B
ZRHIERINR BT R - AFEERBL CER BRIV E IR » 7 S BV IE ]
OHEENES - B LFERERL S (E - IR SR EE AR - AL
et R HE P SRR & -



R (R B0 B A TR R

LGN HE EEAENES - " AlGEL T E MR L St
PR LB SN - FEE T 2EER ) B T EE ) AIEESR
3 R ol PR B Al e i Bl G 4 ER > TTRE i I B ISR » 76
YEDAIE RO BEEE: ~ 1 SRR B T R S R ARAS - PROLEEHEISL o TRk
B ) ESy o RIEDUIEEDOIEES ~ 1y S R Bl i Ry 38 fARas - K
RETEEE S -2 A PR > SUENHEANSHIE R OHE > HEHCCBRTEA
EEZEHEHERER - FrEcCEHA e N R e Rk AES
TEFENVSEE BTN 2 - AR e R IR pE DA S am LR AR 1S L AU
P TR AT (moral reasoning) - ZEERAVEIRHVEE » BRI AR
B & weorT H EANG SV E A Bt FIE T SR EE o AR
B O] SRR AT Y RL R4 -

B
HAS 311 #iEE(E

1. R R ST R (H 0 S0 PHBRER S

NHKAAARSELAGTIRE] > Ry TS - S E mis s — i - B 7 e
e > — EEEE A KSR - B R AEREEE A RN - B8
RHVE ARG B Y - ARy NHK A HHEILE - 8 K ERARE Ly H A5
NBLFAZ IR - SRS M ey K 16 i) DABR SN S -

Hae R BRI AL B AR K e fE R R - (B FIE S E AR
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To Vlog or Not to Vlog? An Exploratory Measure Study of Communication Privacy Management Theory in
Video Disclosure and Privacy: Take Online Social Networking Site YouTube for Instance

Abstract
This study applies Petronio’s Communication Privacy Management theory to explore how YouTubers
manage their disclosure in YouTube videos; whether YouTubers’ gender, motivation, internet experience, the
degree of perceived identification and perceived risk have any impact on their privacy management behaviors
in social networking site, YouTube. In addition, this study uses Child, Pearson & Petronio’s (2008) WPMM
scale as reference; attempts to create an explanatory scale to measure YouTubers’ privacy concern and

management for future research.

There are 617 YouTubers completed an online survey, including 527 YouTubers who have their video
available in YouTube and 90 YouTubers who do not have their video available in YouTube. Results show
YouTuber’s gender has significant impact on their disclosure and linkage behavior; motivation has significant

impact on their information control, disclosure and linkage behavior.

What’s more, YouTubers who can identify others from their own videos and perceive threat or risk from
internet environment have the tendency to have their information controlled and limited, not to disclose more
personal information and disallow others have the access to their video in YouTube. Following the results of
the present study, suggestions for future research in the online management of privacy, especially in YouTube

context, are also listed and discussed.

Keywords: YouTube, Vlog, Communication Privacy Management theory, self disclosure, anonymity.



Introduction

Recent years, social networking sites have become increasingly ubiquitous and played a very important
role in everyone’s daily lives. With the help of social networking sites, more and more people are used to
recording their own daily life through online video social networking site, YouTube. Individuals produce their
own videos to share their own thought, emotion and travel experience with people they have known or they
are not familiar with, presenting themselves in front of public environment.

Video social networking sites can present ones’ appearance, voice, body shape and existing surrounding
clearly; additionally, viewers and performers can coexist in the same space while watching videos, being both
the encoders and the decoders. Owing to images and video footage uploaded being available or accessible to
all the internet users, during the process of their disclosure, some information they disclose might cause some
threat to their privacy. Thus, the tension between disclosure and privacy has been a paradox and an issue
studied in different contexts, such as facebook (Metzger & Pure, 2009; Catlett, 2007) and weblogs (Child &
Agyeman-Budu, 2009).

Morgan, Snelson & Elison-Bowers (2010) indicate despite of the potential negative outcomes, some
adolescents and young adults choose to make images and videos of substance use or marijuana use publicly
available on MySpace and YouTube. It is worthy of being noticed that privacy issue draws its own attention
from text-based internet context to video-based internet context.

However, reviewing previous academic researches about internet privacy, some have emphasized
individuals’ anonymity on the internet(Joinson, 2001; Gomez, 2003; Rains & Young, 2003; Qian & Scott,
2007; Chen, Chen, Lo & Yang, 2008; Woo, 2008) and risks on the internet(Dinev, Xu & Smith, 2009; Gibbs,
Lai & Ellison, 2009; Metzer, 2007; Rauhofer, 2008; Woo, 2006) °

Additionally, some researches apply Petronio’s communication privacy management theory to explore
how people manage their privacy between the choice of disclosing and reserving in different contexts, such as
personal privacy management within organizations (Hollenbaugh & Egbert, 2009; Allen, Coopman, Hart &
Walker, 2007) and privacy management on the networking social sites, SNS(Catlett, 2007; Metzger & Pure,
2009; Gibbs, Lai & Ellison, 2009).

Among those studies on SNS, few studies explore the privacy issue in the context of videos and image,
such as YouTube. Therefore this study uses Petronio’s Communication Privacy Management (CPM) as

background theory to understand how users manage their privacy and disclosure on YouTube.

Literature Review

Communication Privacy Management theory
The dialectics between disclosure and privacy

Communication Privacy Management theory, CPM, is used to investigate the tension between individuals’
disclosure and concealment; it is a robust theory to examine the process of people’s decision making. Petronio
(2002) indicates:

The theory of Communication Privacy Management represents a map that presumes private
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disclosures are dialectical, that people make choices about revealing or concealing.

According to CPM theory, decision making between revealing and concealing is illustrated by the
metaphor of boundaries. Based on this perspective, regulating boundary openness and closeness
contributes to balancing the publicness or privacy of individuals (Petronio, 2002).

Thus, how individuals regulate their self-disclosure and privacy is the core issue that CPM theory
puts much emphasis on. Owing to understanding the tug of war between self-disclosure and privacy,
reviewing previous studies on self-disclosure on the internet finds some factors affecting people’s
willingness to disclose or keep anonymity. Moreover, the definitions of privacy are diverse and
complex. This study tries to conceptualize privacy from previous literature of privacy.

Self-disclosure and Privacy

Recent studies on self-disclosure (Joison, 2001; Parks & Floyd, 1996; Qian & Scott, 2007; Tidwell &

Walther, 2002) find the characteristics of Computer-mediated communication, CMC, allow people keep their

anonymity and maintenance of interpersonal relationship. CMC makes people have the control to present them
in non face-to-face (FtF) context, lowering the risk and uncertainty of disclosing personal information.

Parks & Floyd (1996) find people are more willing to disclose themselves in CMC context than in FtF
context. Joinson (2001) uses content analysis and experiment approaches to compare self-disclosure in CMC
context with FtF context. He discovers the degree of self-disclosure in CMC context is higher than FtF context.
Similarly, Qian & Scott (2007) thought the anonymity of weblogs makes users disclose more personal
thoughts.

According to previous literature on self-disclosure on the internet, anonymity (Qian & Scott, 2007; Gomez,
2003; Joinson, 2001; Parks & Floyd, 1996), gender difference (Mesch & Beker, 2010; Acquisti & Gross, 2006;
Calvert, 2005; Parks & Floyd, 1996), use motivation (Kim, Klauke & Serota, 2009; Park, Jin & Jin, 2009; Lee,
Im & Taylor, 2008; Scott, 2008; Cho, 2007) and internet experience (Gibbs, Lai & Ellison, 2009; Metzger,
2007; Fox, 2000) are factors affecting personal self-disclosure.

As for privacy, Warren & Brandeis (1890) define privacy as the right to be alone. According to the
perspective of Wildemuth (Taraszow et al, 2008), Van, Van, Miller & Wecket (McCullagh, 2008) and Snyder
(2010) defines privacy as being alone, information control, separation or avoidance and nonintrusion.

Pedersen (1999) defines privacy as intimacy with family, intimacy with friends, solitude, isolation,
anonymity and reservation. According to above-mentioned, the definition of privacy is complex; nevertheless,
its common definition regards privacy as the control of personal information (Altman, 1977; Joinson & Paine,

2007; Mesch & Beker, 2010); namely, privacy is the information control between disclosure and concealment.

1. The control of information

Altman (1979) thinks privacy is personal information control (cited from Snyder, 2010). Gavison (1980)
regards privacy as the right to keep secret, anonymous and alone, control personal information. Schoeman
(1992) indicates privacy is the control individual uses to keep from others, building up the barrier from outer
intrusion. Woo (2008) explores privacy and anonymity in the interactive media, defining privacy as
information control. Dinev et al. (2009) find out perceived control of personal information is related to
information privacy.

Upon empirical study, Dinev et al. (2009) point out the characteristic of anonymity and reservation (keep

secrets) makes users conceal their identity to have the power of controlling information; namely, he thinks
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anonymity and reservation are positively related to information control.
According to above-mentioned discussion, the privacy of individual is guaranteed through anonymity,
isolation, and reservation to control personal information and protect individual’s privacy. However, it is

worthy of being noticed that why do people want to control their privacy?

2. Perceived risk concern

Festinger (1957) points out people are vulnerable and helpless when disclosing themselves; additionally,
when knowing some sensitive information exposed by others, the issue of personal privacy will draw
individuals’ attention. Similarly, Taraszow et al. (2010) find as individuals perceive their information is used
inappropriately or misused, they have stronger negative risk perception and care much about their privacy. The
negative risk gives rise to the uncertainty toward personal privacy, making individuals anxious. Petronio (2002)
finds the privacy concern of individuals on the internet may influence the privacy management of individuals.

The privacy concern of individuals in the study of privacy is a critical factor which may influence the
privacy management behavior. For example, Gibbs, Lai & Ellision (2009) discover that individuals with
stronger privacy concern toward internet privacy will behave cautiously on the internet, reading punctiliously
internet registration policy and ensure personal information with some techniques. Metzger (2007) examined
privacy management in electronic commerce and discovers people with privacy concern have the motivation
to protect their privacy.

Dinev et al. (2009) point out the sensitive information individuals disclose may cause people perceive
vulnerable so that have the tendency to pay much emphasis on individual privacy on the internet. Assumedly,
the sensitivity of disclosed content may affect the privacy concern of individuals.

Another factor which may cause effect on privacy concern of individuals is an individual’s past negative
experience with the internet. Dinev et al. (2009) find individuals who perceive more negative experience
happening on the internet, or have ever experienced may amplify perceived risk from the internet and tend to
regulate their privacy on the internet. Just what Petronio (2002) has indicated the more risky the episode is
considered, the greater the tendency for people to develop privacy rules that keep the privacy boundaries
closed (p.67).

Based on aforementioned, privacy is related to not only information control, anonymity, isolation,
reservation, of individuals but also privacy concern, information sensitivity, negative internet experience, of
individuals. The tension between disclosure and privacy that CPM theory has addressed is needed to find the

coordination to meeting the balance.

3. The coordination and control between disclosure and privacy

According to Petronio (2002), CPM is a rule-based theory, depending on three rule management
operations to decide the accessibility: (1) boundary ownership, (2) boundary permeability, and (3) boundary
linkage. Child et al. (2008) bases on three rule management operations to understand how weblog users
manage their information on the blogs; further addressed the Weblog Privacy Management Measure
(WPMM).

(1) Boundary ownership

The rule management operation, boundary ownership, is negotiated for individuals to have the access and



control to co-share certain information. Metzger (2007) thinks ownership means users have the right to
control personal privacy through the way of keeping anonymity and reserving sensitive information. Some
bloggers freely share the rights and privileges for personal information disclosed on their blog. Other bloggers
directly specify restrictions to blog information use and distribution (Child et al, 2008).

With an eye to measuring individuals’ boundary ownership, Child et al (2008) use six items such as ,“I
don’t blog about certain topics because I worry about who has access”; “I usually am slow to talk about recent
events because people might talk”;*“I have limited the personal information posted on my blog” and so on.
The six items Child et al. (2008) have addressed can be categorized into “avoidance and reservation”,
“limitation”, “pseudonyms use”, “deletion”, and “surveillance”.

From the categorizations related literatures have demonstrated, boundary ownership means users have the
right and methods to control any accessibility from outer world; namely, the concept of ownership is
constructed through the methods of controlling. Thus, this study uses the term of “boundary control” to

replace the term of boundary ownership for better clarification and understanding.

(2) Boundary permeability

The openness and closeness of boundary permeability is negotiated by the degree of individuals’
disclosure. Petronio (2002) thinks:

When boundary access rules are used, they may lead to a range of behaviors, from granting
complete access of the private information to only partial disclosure. Levels of boundary
permeability therefore range from open access (thin boundaries) to closed access (thick
boundaries).

Self-disclosure has traditionally been considered an important factor of intimacy. There can be two
different types of self-disclosure: breadth or the number of topics disclosed, and depth or the degree of
personal relevance (Laurenceau & Kleinman, 2006; cited from Park, Jin & Jin, 2009). Child et al.
(2008) use the amount of permeability, or the breadth, depth, and amount of disclosure to measure
individuals’ boundary permeability. This study, therefore, bases on the breadth, depth and amount of
disclosure as the items to conceptualize the term, boundary permeability and uses the term of

“boundary disclosure” to replace the term of boundary permeability.

(3). Boundary linkage

Linking means that others are given permission to become co-owner of private information. When
an individual has been linked into privacy boundary, the confidant becomes responsible for protecting
the information to which they have been privy (Petronio, 2002).In relation to blogging, Child &
Agyeman- Budu(2009) indicate the linkage principle examines the extent to which people expend more
conscious effort on using their blog as a network facilitator to link to others with similar interests or
disallow linkage to occur.

Petronio (2002) finds there are many ways that boundary linkages are accomplished. First,
“probing” may be one way that people seek out another’s private information. Second, “Asking direct
or indirect questions” about private information informs individuals about the interest of others. Third,
“permission” is also a useful strategy when people make personal revelations.

As for the study on weblog, the WPMM Child et al. (2008) has addressed uses “probing”,
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“permission” to conceptualizing boundary linkage in weblog. This study will base on aforementioned
literature on privacy, self-disclosure and the characteristics of YouTube to demonstrate appropriate

scale for measuring the privacy management of users on vlog, YouTube.

4. CPM theory and the internet

Recently, internet privacy has been emphasized so that CPM theory, as a framework, is applied to different
internet context to understand how people manage their privacy on the internet and what may affect their
behavior to manage privacy. For example, Metzger (2007) finds, in e-commerce, users manage their privacy
by withholding, deception, and seeking as online privacy management strategies. In addition, he finds
experienced internet users are nearly two times more likely to provide false information compared to less
experienced users.

Catlett (2007) finds female facebook users who have less knowledge about privacy control have thinner
privacy boundary than those who have more privacy concern and control, owning less boundary ownership,
permeability and linkage. As for personal privacy concern and internet experience, Gibbs, Lai & Ellison (2009)
think personal privacy concern, self-efficacy and past internet experience will influence the degree of others’
disclosure. Study finds users with higher self-efficacy, more internet experience have the tendency to use
validation strategy, and disclose more information.

Child, Agyeman-Budu (2009) explore how personal weblog privacy management rules and using
frequency cause effect on personal self-monitoring ability and the concern toward social interaction. Results
show bloggers who have higher self-monitoring ability have more positive inclination toward privacy
management on the blog.

As for the evaluation of perceived risk on the internet, Metzger & Pure (2009) indicate when users make
the choice between revealing and concealing, they will evaluate the risk and benefit of information. If users
perceive less risk disclosure may cause, the degree of disclosing is higher. Users with higher privacy concern
have stronger motivation to protect their privacy to form thick privacy boundary, exercise more privacy
control and disclose less information. In addition, female are more sensitive toward privacy issue and control
more personal information to limit the visibility of personal profile.

According to related literature, gender difference, and perceived privacy concern and use motivation are
factors influencing the privacy management of individuals. Namely, while the perceived social risks of
disclosure might lead users to limit accessibility to their profile information as a means to protect privacy,

users’ perceived social benefits push toward greater profile visibility and accessibility (Metzger & Pure, 2009).

Video Social Networking Site, YouTube

Video social networking site, YouTube, can be translated to ““You as receiver or transmitter of television

diffusion”, given that “Tube” refers to the device or tube (picture tube) of electrons where the televised image
is generated (Banuelos, 2008);it has reversed the role people play and the way they watch.

Its main content is consisted of user-generated online audio-visual video which can be viewed with internet
bandwidth. Users on YouTube through images, music, text comment and animation perform and present
themselves in front of the public, interacting with everyone from different corners. Burgess & Green (2009)
think YouTube illustrates the increasingly complex relations among producers and consumers in the creation

of meaning, value, and agency.



The type of videos uploaded into YouTube, Krishnamurthy (2002) categorizes them into personal,
community, topical and individual; as for the attribute of video blog, he puts them into online diary, support
group, collaborative content and enhanced column (cited from Herring et al. 2004).

Personal

Online diary | Support community

Individual —» Community

Entertainment performance | Commercial promotion

Topvlcal
Figurel: Types of video content on YouTube (source Herring, 2004)

Among YouTube’s categories, online diary records users’ daily routine, being the participatory
representation of users’ production and consumption. YouTube is a platform built for amateur creativity and
that it thrives on user-created content (Burgess & Green, 2009). There exists a semiotic function in the website.
Given by the relationship of expression/content and a spectacular function in the relationship between
scene/pubic where is as the interactive, virtual interface (Banuelos, 2008).

User-created form of online video production gives rise to the prevalence of vlog entries. Burgess & Green
(2009) think vlogging itself is not necessarily new or unique to YouTube, but it is an emblematic form of
YouTube participation. Among all vlogs uploaded on YouTube, this study is aimed at personal journal,
videoblogging, which is a dominant form of user-created content. In the light of individuals’ privacy
management in personal online diary that is what this study has emphasized others categories, just like,

support group, collaborative content and enhanced column are not discussed in this study.

The disclosure and control on YouTube

As for the current phenomenon vlog users manage their privacy, Lange (2007) finds on YouTube, people
have different expectations about what information can be shared or what constitutes sensitive information.
One useful lens for understanding ... is the concept of the fractalization of the public and private. Therefore,
some participants will disseminate their videos and share their personal information, like full name, address,
vocation, age and relationship with others; but, they use mechanisms to limit physical access to the videos or
to limit understanding of their contents. Lange thinks the behavior of participants may be characterized as
“Publicly private” (Lange, 2007).

Conversely, some participants make connections with many other people, while being relatively private
with regard to sharing identity information; namely they publicly show themselves with some disguise to
conceal certain aspects of their identity, retaining some anonymity. Lange categorizes this behavior of some
participants as “privately public”.

Review current research, few studies examine how users, vloggers, manage their privacy in high
identifiable online context, YouTube, and what may influence privacy management behavior. Based on this,

this study applies CPM theory to online social networking site, YouTube, to further understand how



participants manage their privacy and what kind of factors may cause effect on their privacy management
behavior.

In order to better understand how current participants on YouTube control their privacy, this study uses
snowball sampling to find three vloggers for preliminary interview.

Results show they ensure their visual anonymity by using mask or other images to take the place of their
faces, regulating their privacy setting and using inaccessible pseudonym or abbreviation to replace sensitive
things.

Interviewee A:

I have ever seen one of my friends using the image of flower, animal, mosaic and so on to cover the face
of his friends. As for myself, I will limit unfamiliar friends or others to access to my videos by using
privacy setting.

Interviewee B:

I use pseudonym like nickname or abbreviation of names to name myself and friends in the videos;
additionally, when talking about something sensitive, we may use the abbreviation or symbolic words
which we are familiar with to replace things we discuss in the videos.

In addition to the control of individual anonymity, users may use the privacy setting of YouTube by
selecting “non public” to make users who have the accessibility to those regulated videos, “openness” to make
all the users of YouTube have the access, and “private information” to limit certain users to access.

From aforementioned, participants on YouTube use “reservation” to conceal some of their videos and
“limitation” to be isolated from others; some videos only are available for particular friends to keep close
intimacy.

As for the boundary linkage on YouTube, by searching the specific keywords of titles, the commentaries

of video content and tags attached to video, any participants can probe and find the videos they want.

Factors influencing privacy management
Studies on self-disclosure (Parks & Floyd, 1996; Joinson, 2001; Gomez, 2003; Hayne, Pollard & Rice,
2003; Acquisti & Gross, 2006; Metzger, 2007; Lee, Im & Taylor, 2008; Kim, Klautke & Serota, 2009; Mesch

& Beker, 2010) find perceived anonymity/ identifibility and internet experience are the factors influencing

self-disclosure. As for studies on privacy and CPM, disclosing or reserving personal information is the
decision of individuals; the factors that cause effect on privacy management are cultural background, use
motivation, context, gender and perceived risk.

Summarizing above-mentioned studies, this study takes gender, use motivation, context, internet

experience, perceived anonymity and perceived risk as factors to measure privacy management on YouTube.

1. Gender

Studies about gender find that women express more concern, and feel more vulnerability to privacy
invasions than do men. For example, Westin (1997) found that women were more worried than men about
threats to their privacy regarding a range of personal information including medical, financial, and insurance

information. This has been found online as well.

(1) Gender difference in text-based internet context



Gender difference on internet researches (Acquisti & Gross, 2006; Cho, 2006; Mesch & Beker, 2010;
Taraszow et al. 2010) has been an important measure variable to explore the difference between female and
male.

Dominick (1999) finds compared to males, females tend to disclose personal information, including
personal relationship and families in their blogs. Cho (2006) compares the disclosure made by teenagers in
chat-rooms to face-to-face (FtF) interaction and finds gender difference will affect the degree of
self-disclosure. The disclosure of females in chat-rooms is natural just like being in face-to-face interaction
while males tend to disclose more personal information in FtF interaction.

Acquisti & Gross (2006) examine the differences of using social networking sites between males and
females and discover females disclose less personal phone numbers, sex orientation and home address than
males. Similarly, Taraszow et al. (2010) find females disclose less personal phone number, e-mail and website

than males.

(2) Gender difference in video-based context

Regarding the studies on gender differences on YouTube, Hanson & Haridakis (2009) explore the social
interaction and co-viewing behavior on YouTube by use and gratification theory and find the motivation to
seek for information, interact with others and watch others’ videos of males are stronger than females.

With the view to examining how participants communicate with others, Molyneaux et al. (2008) find
females disclose more personal information than males while males produce more personal video content than
females. Mesch & Beker (2010) find males create more individual video than females and are more willing to
allow others to have the access to their videos. Catlett (2007), Metzger & Pure (2009) think females have
more control over their personal information on the internet and more sensitive to the privacy issue.

From the assumption of research question 1 and the comparison of context with video and context without
video, this study summarizes as following table.

Table 1: the comparison between context with video and without video

e Context without video Context with video
1der male female male female
closure | Phone number (Acquisti | Personal experience Personal comment Personal experience
& Gross, 2006; Taraszow | (Cho, 2006; Dominick, (Hanson & Haridakis, (Molyneaux et al.,
etal., 2010) 1999) 2009) 2008)
E-mail (Acquisti & Relationship (Dominick, | Entertainment Group interaction
Gross, 2006; Taraszow et | 1999) (Molyneaux et al., 2008; (Molyneaux et al.,
al., 2010) Molyneaux et al., 2009) 2009)
Personal websites Family (Dominick, Technology demonstration
(Acquisti & Gross, 2006; | 1999) (Molyneaux et al., 2008)
Taraszow et al., 2010)
Emotion expression Social interaction (Hanson
(Cho, 2006; & Haridakis, 2009;
Dominick,1999) Molyneaux et al., 2009)
vacy Unconcern (Acquisti & Concern (Cho, 2006; Open linkage (Molyneaux | Concern
itrol Gross, 2006; Taraszow et | Dominick,1999) et al., 2008; Molyneaux et | (Molyneaux et al.,
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al., 2010) al., 2009) 2009)

According to related literatures on the gender difference of privacy concern, this study has addresses:

H1-a: Compared with males, females have more control toward personal boundary control.

H1-b: Compared with males, females have less disclosure toward personal boundary disclosure.

H1-c: Compared with males, females have less linkage toward personal boundary linkage.

In addition to gender differences, literatures (Papacharissi & Rubin, 2000; Douglas & McGarty, 2001;
Cho, 2007; Lee Im & Taylor, 2008) regard use motive of users as one factor influencing the behavior of

participants.

2. Use motive
(1) Use motive in text-based internet context

People use the same mass medium for very different purposes. According to the uses and gratifications
approach, media consumers’ motivations and social psychological characteristics affect their media-related
behaviors (Kim, Klautke & Serota, 2009).

Papacharissi & Rubin (2000) find five interpretable factors: interpersonal utility, pass time, information
seeking, convenience, and entertainment, and people with pass time, information seeking and entertainment
regard using internet as functional tool. Lee, Im & Taylor (2008) examine motivations for and perceived
consequences of voluntary self-disclosure through personal Web space using both qualitative and quantitative
study methodologies; categorize the motives into self-presentation, relationship management, keeping up with
trends, storing information, sharing information, entertainment and showing off.

Park, Jin & Jin (2009) examine the motives of the use of social network sites and their impacts on
impression management, the extent of people’s self disclosure, perceived reciprocity and intimacy. Results
show the motivations for relationship maintenance and relationship development both facilitated impression
management on social network sites; discover the motivation for relationship development facilitated more

self-disclosure amount.

(2) Use motive in video-based context

Video blogs are stage sites where participants make their self-expression in the form of video and
constitute a unique media context, differing from text-based internet environment. With regard to current
staging phenomenon, Hsu (2007) thinks the motivations of online staging users are different from internet
users who participated in previous studies and earlier studies on uses and gratifications seem not enough to
account for the staging phenomenon, ignoring the presentation of participants to interact and communicate
with others in this performative society.

Similarly, Haridakis & Hanson (2009) think the videos on YouTube come either from the traditional mass
media, or are created and uploaded by YouTube users. There is a need to examine whether the motives such
as convenient entertainment, convenient information seeking, interpersonal connection, pass-time and escape
identified in prior studies; additionally, interpersonal motives for using the internet include social interaction
and co-viewing are appropriate to account for the communication motives of YouTube users’ viewing and

sharing of videos.
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Results suggest that males who are socially active and use YouTube for purposes of entertainment,
information, seeking, social interaction, and to watch videos with others report they use YouTube more often
than do their counterparts (Haridakis & Hanson, 2009).

Griffith & Papacharissi (2010) find participants who take video blogs as their personal diaries are willing
to disclose true self; the motivations of using video blogs are to prove the existence of self( I vlog therefore 1
am), understand who they are and present themselves in front of the public. Therefore, they regard videos on
YouTube as the mirror of digital self (mirror, mirror on the wall), helping them to construct their images and
form the space where they can reflect themselves and indulge in narcissism.

Summarizing the studies on use motives in text-based and video-based context, this study finds use
motives can be categorized into information seeking/exchange, self expression, community discussion, pass
time, information sharing, relationship maintenance, life recording, showing off, befriending and identity
seeking. Taylor (1979) thinks use motivation can cause effect on personal disclosure or concealment.

Namely, individuals’ motivation may determine the rule decision of individual privacy management.
Petronio thinks the motivations of individuals influence the accessibility, control and limitation of privacy
boundary. Thus, this study addresses as following hypotheses:

H2-a: the motivations of vloggers who upload their videos affect their boundary control.
H2-b: the motivations of vloggers who upload their videos affect their boundary disclosure.

H2-c: the motivations of vloggers who upload their videos affect their boundary linkage.

Apart from gender difference and use motive, researches (Dutton & Shepherd, 2006; Gibbs et al., 2009;
Metzger, 2007) find the internet experience of participants can be regard as the factor affecting users’

behaviors.

3. Internet experience

Whether internet experience influences self-disclosure, Chelune (1987) finds the past experience with
information exchange affects the value placed on such exchanges and influences both expectations about and
actual disclosure in future interpersonal exchanges (cited from Metzger, 2007).

Dutton & Shepherd (2006) think internet users who have used internet for a long time and have some
negative experience on the internet are more confident than users who have not enough experience on the net.
Although compared with those who do not have enough experience, experienced users have less concern on
the risk the internet may cause, they are alert to the possible risk and threat of every internet use.

Those with past online experiences find their way and strategy to confront the potential threat on the
internet. Fox (2000) finds that experienced internet users report providing false personal information to
websites more often than less experienced users. And Metzger (2007) indicates those with greater concern
about online privacy, or those who have suffered privacy problems as a result of past online disclosure, may
be more motivated to read privacy policies. Dinev et al., (2009) find the more negative online experience
individuals have, the more privacy concern they will have.

This study wants to know whether the time spent online and previous negative experience will influence
personal privacy management. Therefore, this study has some assumptions as follows:

H3-a: Online users who spend much time on the internet have less personal boundary control.

H3-b: Online users who spend much time on the internet have more personal boundary disclosure.
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H3-c: Online users who spend much time on the internet have more personal boundary linkage.

H3-d: Online users who have past negative experience on the internet have more personal boundary control.

H3-e: Online users who have past negative experience on the internet have less personal boundary disclosure.

H3-f: Online users who have past negative experience on the internet have less personal boundary linkage.
As we know, CMC that internet has provided makes the anonymity of individuals possible but,

simultaneously, it makes the risk within every move in the CMC context become immediate. The discussions

of perceived anonymity and risk are critical; thus, how perceived anonymity and risk affect privacy

management of individuals are the core issue worthy of being further studied in this study.

4. Anonymity
(1) The definitions of anonymity

The definitions of anonymity, Anonymous (1998) thinks anonymity requires an appreciation of several
different types of anonymity. Anonymity can be “pseudonym” as being a unique type of anonymity by
providing a fictitious source. When one cannot sense the physical presence of a message source, it is called
“physical anonymity”. On the other hand, “discursive anonymity” is the condition in which specific
comments cannot be attributed to a specific individual source.

Max (1999) points out anonymity is one polar value of a broad dimension of identifiability versus
nonidentifiability; to be full anonymous means that a person cannot be identified. As for anonymity construct,
Anonymous (1998) & Max (1999) both define anonymity as the degree to which a communicator perceives
the source to be unknown and unspecified.

Therefore, they both consider source knowledge and source specification are the factors that affect
anonymity. According to Anonymous (1998) & Max (1999), source specification means the extent to which a
message source is distinguished from other possible sources, just like the words of response and so on to
identify source. Source knowledge concerns the degree of familiarity between the source and the receiver and
may range from the two being complete strangers to being close friends. Anonymous (1998) thinks both of
these dimensions are intended as continuums, one can begin to see how group size might greatly affect source
specificity or how knowledge of one’s name depends on the complete familiarity understood by individual
communication habits. Namely, the identifiability of source knowledge is high, and the anonymity of source
message is low.

Further, Max (1999) thinks identity knowledge is an aspect of informational privacy, and specifies seven
broad types of identity knowledge. These are:

(a) legal name, (b) locatability, referring to a person’s address and allowing reachability, (c)
pseudonyms that cannot be linked to other forms of identity knowledge, (d) pseudonyms that can
be linked to legal name and locatability, (e) pattern knowledge, referring to identification made by
reference to distinctive appearance or behavior patterns of persons, (f) social categorization,
meaning many sources of identity are social and do not differentiate the individual from others
sharing them, like gender, education, (g) symbols of eligibility/ noneligibility, involving
certification in which the possession of knowledge(secret passwords), or artifacts( tickets,
uniforms) or skills.

Azechi (2005) and Morio & Buchholz (2009) think personal specification and personal identification are

the anonymous conditions of the community. Personal specification is defined as when the message sender’s
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personality is specified, including sender’s name, affiliation, address and social position. Personal
identification is consistently defined as information that can identify who sent the message.

Summarizing the definitions of anonymity made by Anonymous (1998), Max (1999), Azechi (2005) and
Morio & Buchholz (2009), this study finds personal specification, personal name, address, in Azechi (2005)
and Morio & Buchholz (2009) are identical to source knowledge, real name and location, in Anonymous
(1998) and Max (1999). Similarly, Azechi (2005) and Morio & Buchholz (2009) categorize pattern
knowledge, social categorization, symbols of eligibility into personal identifiability.

Table 2: The categorization of anonymous source

category source knowledge source specification
studies
Anonymous(1998) + | Real name pseudonym groups individuals
Max(1999) location Pattern
knowledge
Social
categorization
Symbols of
eligibility
Azechi(2005) ~ personal personal
Morio & Buchholz specification | identifiability
(2009)

The definitions of anonymity can be defined and determined as different constructs according to different
perspectives and contexts. Namely, the extent of individual anonymity/ identifiability can be determined by
different contexts. Context is the crucial mechanism to decide the degree of anonymity. That is to say
anonymity is shaped by the features and affordances of the technology (Qian & Scott, 2007).

(2) Anonymity in text-based internet

Azechi (2005) thinks self-disclosure and introduction in the face-to-face context makes personal
specification is clear and strong. Conversely, the personal identification in the text-based internet context like
weblog community, BBS and chat room is stronger than personal specification. The handles and the texts
participants use may express their own style of thinking, background knowledge and personality which can
be identified.

Further speaking, in some communities like the context of e-mail and instant messenger, MSN, most
interaction is the extension from the face-to-face (FtF) context; thus, the extent of participants’ anonymity is
low. Others like electronic forums, e-commerce, chat room, weblog and BBS, lack of visual identification
and users do not have to reveal their real name or identity. Dissociation of real and online identities occurs
and the degree of anonymity is higher than in the context of e-mail and MSN, but is lower than in the context

of fully anonymous context.

(3) Anonymity in video-based internet

Recent years, with the popularity of video social networking sites, more and more participants tend to
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upload their daily videos to the public space of video sharing sites. Those videos they upload present their
appearance, facial emotion, physical gestures and so forth, making more and more social cues of users appear
in front of the public.

Because of the attributes of medium abundance videos have, users in CMC context is as natural as in the
face-to-face (FtF) context to interact with others. The function of videos is to promote the identifiability of
individuals and the expression of emotion. Through camera lens, the image of individuals presents in the
virtual platform of CMC, challenging the attributes, physical anonymity and identity anonymity of the
internet.

Based on Anonymous/Scott (1998), anonymity can be considered as visual / physical anonymity or
discursive anonymity. In the video-based context, visual anonymity means the lack of individual visual
presence or a photo/ video with a blurred face or limited information; while, discursive anonymity depicts
some other identity knowledge may not be as effectively used to trace a message source(Qian & Scott, 2007).

Previous studies on YouTube (Hogen, 2010; Lang, 2007; Molyneaux, Gibson, O’Donnell, & Singer, 2008;
Morgan, Snelson, & Elison-Bowers, 2010; Pauwels, & Hellriegel, 2009; Papacharissi, 2010) indicate videos
can present individual appearance, body gestures, spoken language, performance and voice tone, making
personal characteristics more salient and known by others. Thus, according to Azechi(2005) and Morio &
Buchholz(2009), the extent of visual / physical anonymity in video-social networking sites, YouTube, is the
lowest in CMC context. As for the discursive anonymity, due to the fact that users can use text words to
supplement the content of video, the degree of discursive anonymity is varied with what have been disclosed.

In video social networking site, YouTube, what participants disclose can be personal daily routine.

Interviewee B:

I am used to uploading some dance tutorials with my juniors in school and leave comments to those
videos. Moreover, I will share my travel experience and express my emotions through playing guitar
and singing with friends in YouTube.

The video disclosure can be the sharing of individual favorite objects and pictures.

Interviewee C:

I like to collect the series of Tony Chopper in One Piece; record my collections through taking photos

and edit those photos into animate videos, sharing them with my companies.

As for the extent of identifiability participants feel about themselves in YouTube, one of my interviewees,
interviewee B, indicates that faces of him and his friends are shown clearly on YouTube. Within videos, the
nicknames, uniforms he and his friends have are the symbols identified by others. Besides, interviewee C
thinks other participants can have the accessibility to the linkages he posts publicly on YouTube so that the
visibility of his physical characteristics is obvious and others may know where he goes and what kind of
person he is.

Based on studies on anonymity and the preliminary interviews, this study summarizes the general
condition of anonymity in YouTube, blogs, MSN and e-mail, BBS and fully anonymous context. The
following table will show the extent of visual anonymity, discursive anonymity and identifiability that

participants possibly have in different contexts.
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Table3: The anonymity and identifiability in CMC contexts

CMC Vlog: Blog: Flickr, | E-mail - BBS, Fully

context YouTube | Facebook, MSN e-commerce, | anonymous
MySpace chat room

Visual low high

anonymity >

identifiability high low

discursive Depend on the content participants disclose

anonymity

identifiability Depend on the content participants disclose

From table, we may know that the disclosure participants have in YouTube may decrease the visual
anonymity of participants, increasing the chance to be identified. Compared to text-based (BBS, chat room)
and image-based blogs (Flickr, MySpace), the visual anonymity of video-based vlogs, YouTube, may be the
lowest one and easy to identify.

Some studies (Molyneaux, Gibson, & O’ Donnell, 2009; Burgess, & Green, 2009) think contexts with
abundant social cues of individuals make the virtual online space more realistic just being in the Face-to-Face
(FtF) context. Relatively, the co-presentation of videos and text words let individuals’ physical face, location,
friends and families visible to the world. In regard to social cues, this study compares the social cues in the
context without videos to those in the context with videos shown as following table.

Table4: the summarization of social cues in text-based and video-based context

type Text-based Video-based
Main medium Text words Animated images, videos
Social cues Real name body
location face
Pseudonyms can be traced Voice tone
Pseudonyms cannot be Existing surrounding/
traced milieu
Pattern knowledge friends
Social categorization Text words
Symbols of eligibility/
noneligibility

(4) The perception of individuals’ anonymity

Anonymous (1998) indicates perceptions of self-anonymity seem most relevant for the message source in
determining their usage of anonymous messages. Conversely, perceived other-anonymity is of greatest
relevance for the message receiver responding to a message sent by an anonymous source.

In the empirical studies on perceived anonymity, Douglas & McGarty (2001) indicate two possible types
of deindividuation effects related to group behavior. One is the salience of a social category, related to

situations where others are anonymous or identifiable to the self; the other is social category and audience
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characteristics, related to situations where the self is identifiable to others. Gomez (2003) measures anonymity
from the perception of others as well as the perception of self in the group. Most studies largely involve
identifiability/anonymity of perceived self and perceived other to think individual anonymity.

Furthermore, it can be found most studies (Joinson, 2001; Douglas, & McGarty, 2001; Hayne, Pollard &
Rice, 2003; Gomez, 2003; Qian & Scott, 2007) put emphasis on the relationship between self-disclosure and
self-identifiability/anonymity, proving people tend to disclose themselves in anonymous surrounding;
additionally, participants will observe and evaluate the extent of perceived anonymity and perceived risk in
the existing context and then make the choice of disclosure or concealment. Thus, this paper wants to know
how individuals treat their anonymity when disclosing through videos on YouTube.

Summarizing aforementioned studies, privacy is the control of information and the ways to control
information are anonymity and reservation. Results find anonymity is positively related to information control;
namely, the more perceived anonymity participants feel the more information control they have. As for the
reservation of secrets, keeping secrets is positively related to information control; shortly, the more secrets
participants reserve the more information control they have (Dinev et al., 2009). We can know information
control is positively related to anonymity and reservation. By keeping anonymity and reservation, participants
achieve their privacy management to keep the distance from others.

Child & Agyeman-Budu (2009) find self-monitored participants have the tendency to control self
information and pay much attention to the protection of personal privacy boundary ownership as well as the
content disclosed to others. Joinson (2001) finds the less visual cues individuals have, the higher degree of
visual anonymity they perceive and they will have more self-disclosure. Based on previous studies, this study
assumes the higher degree of anonymity participants perceive, the lower degree of control they own. In
addition, the higher extent of perceived anonymity, the higher extent of self disclosure and the more linkage
they share with others.

H4-a: the higher degree of perceived anonymity participants have, the lower degree of boundary control they
own.

H4-b: the higher degree of perceived anonymity participants have, the lower degree of boundary disclosure
they make.

H4-c: the higher degree of perceived anonymity participants have, the lower degree of boundary linkage they

have.

5. Risk

Petronio (2002) thinks the privacy concern individuals have may affect the privacy management of them.
Metzger (2007) discovers in the e-commerce context, people with higher internet privacy concern have the
stronger motivation to protect their privacy and form thicker privacy boundary. Further, Metzger & Pure
(2009) find in the CMC context, participants will assess the risk and benefit of disclosure and then decide the
extent of privacy concern.

Empirical studies (Petronio, 2002; Metzger & Pure, 2009) have shown that the highest risk of disclosure
participants perceive is related to higher vulnerability they feel, making them embarrassed, awkward or
threatened; the higher risk of disclosure they have, put them in the uncomfortable position; the low risk of
disclosure they own, they have the tendency to disclose their information.

Petronio (2002) indicates when participants disclose, the higher risk they perceive, they will form thick
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boundary toward their information. Thus Metzger & Pure (2009) think participants assess the benefit their
disclosure may cause rather than risk, they have less degree of privacy control. They disclose more
information and allow more linkages from others. Generally speaking, the higher perceived risk they assess,
they have more privacy control, disclose less information and limit the accessibility.
Interviewee C:
Previously, I had watched the news coverage about “human flesh search” in Taiwan, like the incidents
of cat torture and elderly torture, the abusers are taken harsh blames and scolding, being searched by
all the internet users. This phenomenon makes me worried about the videos I have uploaded to
Internet. Because of the worries of privacy intrusion, I won’t talk about some private information in
my videos, using pseudonyms or abbreviation to interact with people on YouTube. As for some of my
videos uploading to YouTube, I will limit certain friends to have the access by regulating privacy
setting.
This study addresses hypotheses as follows:
H5-a: the higher degree of perceived risk participants have, the more boundary control they use.
H5-b: the higher degree of perceived risk participants have, the less boundary disclosure they have.
H5-c: the higher degree of perceived risk participants have, the less boundary linkage they open.

6. The relationship between anonymity and risk

According to Joinson(2001), being in the anonymous context makes participants lower their perceived risk
after disclosing and are prone to have more self disclosure. Based on the response of interviewee C, the flesh
searching phenomenon makes him to worry about the privacy issue on the net. It is proven that participants
will perceive the possible risk negative and they will have greater concerns over their personal privacy on the
internet.

Joinson thinks the anonymous context may lower the extent of perceived negative risk. However, in the
identifiable context, YouTube, the identifiability of individuals is more obvious than other text-based contexts.
This study wonders whether the degree of perceived anonymity may affect the degree of perceived risk in
video-based context, YouTube, and how the related connection goes. Therefore, this study assumes:

Hé6-a: the lower degrees of perceived anonymity participants have, the higher degree of perceived risk they
feel.

Relatively, according to CPM theory, if participants find the perceived risk is greater than perceived
benefit of their disclosure, they are prone to conceal their disclosure and own more control of their
information to keep their anonymity. This study wonders whether the degree of perceived risk may affect the
degree of perceived anonymity in video-based context, YouTube, moreover, whether the relationship between
them will affect privacy management of individuals. Therefore, this study assumes:

H6-b: the higher degrees of perceived risk participants have the higher degree of perceived anonymity they

own.

7. Framework
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Method
The design and development of scale
Participants
With the view to understanding the privacy management of participants in YouTube, this study uses the

method of snowball sampling to find three YouTube participants as preliminary interview, before developing
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the scale of privacy measure in video-based context. This study has acquired the consent of three participants;
during our interview, this research has the right to record any interact conversation we had made. Because of
the concern of convenience for three interviewees, this study uses telephone and MSN, the instant messenger,
to have preliminary interview as the reference of the scale in this study. The general profile of three

interviewees in this study is as follows:

Table5: Profile of three interviewees

gender | age | vocation | Average | Year | Average | Year of | Method | time
time per | of time per | using
day of | using | day of YouTube
using internet | using
internet YouTube
A | Male |25 | freelancer | 6 hrs 6 2 hrs 2.3 phone | 2010.12.12
42mins
B M 23 | student 9 hrs 5 1 hrs 1 MSN 2010.11.13
50mins
C M 32 | engineer | 12 hrs 6 2 hrs 2.6 phone | 2010.11.15
55mins

Additionally, this study uses online survey to explore how video bloggers manage their privacy and what
kind of factors may affect their privacy management. There are 617 YouTubers completed an online survey,
including 527 YouTubers who have their video available in YouTube and 90 YouTubers who do not have
their video available in YouTube. Every question item is measured by 5-point Likert Scale, from strongest
disagreement (1) to strongest agreement (5).

Design and measure
Independent Variables
In this study, independent variables are characteristics of individuals, like gender, age, religion, education,

and occupation, internet experience, perceived anonymity and perceived risk.
(1) Internet experience

Internet experience can be measured by time consumption and previous experience. The item, how many
hours have you been online per day, is measured as the question of time consumption. And how long have
you used internet, is the question to test YouTube participants. As for the negative experience, Dutton &
Shepherd (2006) regard negative online experience as obscene and abusive email, receive virus, foreign fraud,
receive another email, email opened by someone, high internet bills and stolen credit card details.

Based on this, this paper categorizes negative online experience into virus reception, fraud, identity theft,

stolen credit card details, personal information tracking and abusive email reception, inquiring participants to
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answer Yes or No.
(2) YouTube accounts

In regard with the category of YouTube personal account participants register, this study revises the items
Qian & Scott (2007) use to fit for the items in YouTube context: obvious pseudonym (e.g., catlover,
graveyard), non-obvious pseudonym(just like real name), partial real name(like your real first name, or last
name, or initials only), partial real name and personal info(like age, location, job etc.), fully real name, full
real name and further personal info. This study wants to know the identifiability of YouTube personal
account.

(3) Use motives

As for the use motives, according to studies (Papacharissi & Rubin, 2000; Papacharissi, 2002; Petronio,
2002; Cho, 2007; Hsu, 2006; Lee, Im & Taylor, 2008) and the preliminary interview, it can be known that use
motives participants have are interpersonal relationship (the sharing with relatives, friends and strangers,
befriending), life recording, self presentation, pass time, showing off, and identity support.

(4) Perceived anonymity

According to anonymous (1998), Scott (1999) and Qian & Scott (2007), perceived anonymity can be
visual/ physical anonymity and discursive anonymity; in addition, based on Gomez (2003), the perception of
anonymity are perceived anonymity of others and perceived anonymity of self.

This study summarizes the attributes of videos and the related researches as well as measuring scales
(Anonymous, 1998; Max, 1999; Teich, Frankel, Kling & Lee, 1999; Gomez, 2003; Qian & Scott, 2007; Dinev,
Xu, & Smith, 2009) to make some revision shown as following tables and measure by 5-point Likert Scale,
from strongest disagreement (1) to strongest agreement (5).

Combined with the characteristics of YouTube and related researches, the items to measure individuals
perceived anonymity of self and perceived anonymity of others can be:

Table6: Scale for individuals’ perceived anonymity of self

Items descriptions for perceived anonymity of self

In my YouTube video, my appearance is clear and identifiable.

In my YouTube video, my body charateristics are clear and
identifiable.

In my YouTube video, my voice is clear and identifiable.

In my YouTube video, the environment around me is clear and
identifiable.

In my YouTube video, my behavior will influence others to know me.

Table7: Scale for individuals’ perceived anonymity of others

Items descriptions for perceived anonymity of others

When watching others’ video in YouTube, I can identify them by their

appearance.

When watching others’ video in YouTube, I can identify them by their body

characteristics.

When watching others’ video in YouTube, I can identify them by their voice.

When watching others’ video in YouTube, I can identify where they are.
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The behavior others have in YouTube video will influence the way I know them.

The items of discursive anonymity of self and others are measured by 5-point Likert Scale, from strongest

disagreement (1) to strongest agreement (5).

Table8: Scale for individuals’ discursive anonymity of self and other

Item descriptions for discursive anonymity of self

In YouTube, I will use my real name or birthday date as my account.

In YouTube, I will use text words to describe my personal experience.

Item descriptions for discursive anonymity of other

In YouTube, I think the accounts others use let me identify their real name or

birthday etc.

In YouTube, I think the text words others reply let me identify them.

(5) Perceived risk

Previous studies on the privacy concern of perceived risk online (Metzger & Pure, 2009; Gibbs, Lai &

Ellision, 2009; Metzger, 2007) put the privacy concern of perceived risk into operationalization as six item

descriptions and this study measure these items by 5-point Likert Scale, from strongest disagreement (1) to

strongest agreement (5).

Table9: Item descriptions of perceived risk

Item descriptions for perceived risk

When using YouTube, I am concerned about the threat to my personal privacy.

When using YouTube, I am concerned about the problem of identity theft.

When using YouTube, I am concerned about the problem of being tracked.

When using YouTube, I am concerned about the problem of being stolen.

When using YouTube, I am concerned about the problem of being stalked.

When using YouTube, I am concerned about how my personal information is

handled by others very much.

When using YouTube, I believe others are worried about the problem of privacy

very much.

When using YouTube, I think personal privacy is very important.

When using YouTube, I think giving my personal information bothers me a lot.

Dependent Variables

The dependent variables in this study are boundary control, boundary disclosure and boundary linkage

which are measured by 5-point Likert Scale, from never (1) to always (5).

(1) Boundary disclosure

According to the preliminary weblog privacy management measure Child, Pearson & Petronio (2008)

have addressed, the discussion on anonymity control of Bok (1989), Max (1999) as well as Dinev, Xu &

Smith (2009), this study has the further revision to measure boundary ownership, namely boundary control.

Table10: Item descriptions for boundary control

Item descriptions for boundary control in this study

When talking about something sensitive in YouTube, I will use mosatic to
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conceal my face.

When talking about something sensitive in YouTube, I will use nickname to

replace it.

If the information I post looks too private, I may delete it.

If I feel uncomfortable, I think I can hide my video.

I can use the way to isolate other, limit or give access to particular other.

(2) Boundary disclosure

From the studies of Child, Pearson & Petronio (2008) and Park, Jin & Jin (2009), boundary permeability
is determined by the depth, breadth and amount of disclosure. The amount of disclosure depends on the
frequency of participants’ disclosure content. Scale items for the breadth of disclosure are revised from
Wheeless & Grotz (1976) (cited from Cho, 2006; Park, Jin & Jin, 2009) and Child, Pearson & Petronio (2008).
Scale items for the depth of disclosure are the sensitive information of individuals and use the scale Qian &
Scott (2007) have addressed as reference, measured by 5-point Likert Scale, from never (1) to always (5).

Tablel1: Item descriptions for boundary disclosure

Item descriptions for boundary disclosure

I will reveal my personal information unconsciously in YouTube.

I will reveal the information about my relatives and friends unconsciously in
YouTube.

I will reveal about my intimate thing, such as sexual experience or romance.

I will express about my weakness and negative emotion.

I am willing to reveal my embarrassing things.

I will disclose friends’name who I don’t like.

I will disclose friends’name who I like.

(3) Boundary linkage
Scale measurement of boundary linkage in this study is revised from Child, Pearson & Petronio (2008)
and measured by 5-point Likert Scale, from never (1) to always (5).

Table12: Item descriptions for boundary linkage

Item descriptions for boundary linkage

I will share the videos I upload with other social network sites.

I write down some explanations about my video to let other vloggers with similar

interests have access to me.

I create a profile on my vlog so that other vloggers can link to me with similar

interests

I allow access of my vlog through any of these: directories, key word searches, or

weblog rings

Pretest of questionnaire
Due to the fact that the scale design of questionnaire is revised from previous studies, this study transmits
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questionnaire by snowball sampling as pretest during 6 to 15 April in 2011. There are 65 valid samples in
total after deducting 3 invalid samples; this study uses SPPSS 17.0 to run reliability analysis (Cronbach a). In
pretest, the reliability of motive is 0.913, perceived risk is 0.887 and perceived anonymity is 0.411. Because
of the low reliability of perceived anonymity, this study deletes the item, 5, 9, 11, 12, 13, and 14within the
scale of perceived anonymity. After deleting, the reliability of perceived anonymity is 0.955.

Similarly, the reliability of boundary control is 0.228. After deleting items lower than 0.3 factor loading or
relative coefficient, 7-1 and 7-2, the scale reliability of boundary control is 0.777; the reliability of boundary
linkage is 0.933 and boundary disclosure is 0.719. The reliability of privacy management is 0.889 and the
reliability of the whole scale in totality is 0.812. The acoefficient of the measure scale in this questionnaire is
between 0.80 and 0.90; thus, the reliability of this questionnaire achieves acceptable significance.

Formal measurement

During 13 May to 7 June in 2011, this study is aimed at the participants who have uploaded their videos to
YouTube and uses SPSS 17.0 to examine the samples of questionnaires. Result shows there are 644
YouTubers completed an online survey in total. After excluding the 27 invalid questionnaires, there are 617
valid samples in this study, including 527 YouTubers who have their video available in YouTube and 90
YouTubers who do not have their video available in YouTube.

Among those valid samples, there are 303 males (49.1%) and 314 females (50.9%). 389 participants (63%)
own the degree of master and 196 users (31.8%) have the degree of bachelor. Among six items of negative
experience participants may have, 198 participants (32.1%) who report to have five negative experiences are
the most, and 154 participants (25.0%) who have four negative experiences are the second to the most.

The type of YouTube account, 239 participants (38.7%) use partial real name and personal info (like age,
location, job etc.) as the most YouTube account users have. Secondly, 211 participants (34.2%) use obvious
pseudonym (e.g., catlover, graveyard). Due to the fact that this study applies CPM theory to explore current
privacy management of participants in YouTube, the measuring scale is designed and arranged by this study.
Thus, factor analysis is used to find the correlation of those underlying variables (factors) as well as observed
variables, and explore the latent factorial structure to further establish variability.

Factors analysis

As for dependent and independent variables, use motive, perceived risk, perceived anonymity, and three
privacy managements, this study uses principal component and varimax to practice factors analysis.
1. Factor analysis of motive for uploading video

According to the factor analysis on the motivations participants have, SPSS statistic shows two factor
components and this study bases on the attributes of the two factor-components to categorize into
self-presentation (@ =0.915)and pass time ( @ =0.651).
2. Factor analysis of perceived risk for uploading video

Based on the results SPSS has run, there are two factor components. One is participants who have
uploaded their videos to YouTube perceive the potential risk to individual threat that the environment may
cause and this study names it as perceived environmental risk( @ =0.983). The other is participants who have
uploaded their videos to YouTube perceive the potential risk to personal threat that the uploaded content may
bring and this study names it as perceived video content risk( a =0.905).
3. Factor analysis of perceived anonymity for uploading video

In term of the result SPSS data has shown, there are two factor components about participants who
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perceive the degree of being identified or anonymous. One is individuals who can recognize others from the
uploaded videos and this study categorizes it as identifiable others ( @ =0.912). The other is individuals who
can recognize self from the uploaded videos and this study names it as identifiable self (a =0.871).
4. Factor analysis of privacy management behaviors for uploading video

As for the result SPSS has presented, there are three factor components including boundary disclosure ( «
=0.920), boundary linkage( & =0.831) after deleting the item, permit keyword searching, that its factor loading
is lower than 0.50 and boundary control( & =0.847).
Verification

This study uses t-test as well as regression analysis to examine the hypothesis this paper has addressed and
separately explore all the dependent variables and independent variables, boundary control, boundary
disclosure and boundary linkage. First, the relationship between dependent variables and boundary control is
examined.

1. Boundary Control
(1) Boundary control and gender

Using t-test to explore boundary control and gender finds there is a significant difference. The average of
male (14.87) is greater than the average of female (14.04); it shows male has more boundary control than
female. This result is inconsistent with hypothesis 1-1 in this paper, thus, hypothesis 1-1 is not supported.

As for the independent variables, internet experience, self perception and individual characteristics as well
as dependent variables, boundary control, boundary disclosure and boundary linkage, this study will use
stepwise multiple regression to process perceived environmental risk and perceived video content risk in the
first hierarchical step; put self-presentation and pass time into the second hierarchical step as well as internet
experience( average spent hours per day, spent years, and negative experience times) in the third hierarchical
step and then process individual characteristics (age, education, income per month).

(2) Boundary control and motives

This study finds the motive “pass time” of individuals is significantly related to boundary control
(Beta=-.299, p<.001, adjusted R*=.605) and R*Change is .068.

From result data, participants who have less the motive of pass time have more control toward their
personal information boundary. Thus, the result is partially supported to hypothesis 2-1 in this study.

(3) Boundary control and internet experience

The spent years of individuals on the internet have a negatively significant relationship with boundary
control of personal information (Beta=-.205, p<.001, adjusted R*=.633) and R*Change is .028. While the
average hours spent on the internet have an insignificant relationship with boundary control of personal
information. That’s say, less time individuals have spent on the internet the more boundary control individuals
will have, being consistent with hypothesis 3-1. Therefore, hypothesis 3-1 is supported.

Additionally, the negative experience individuals have ever met has a positively significant relationship
with boundary control of personal information (Beta=.092, p<.001, adjusted R>=.640) and R*Change is .007,
showing more negative experience individuals have encountered more control toward personal information to
be consistent with hypothesis 3-4.

(4) Boundary control and self perception
With the view to responding with previous literature in this study, others identification and self

identification are reversely coded as perceived anonymity of others and perceived anonymity of self to
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explore the relationship between perceived anonymity and boundary control.

Result shows perceived anonymity of others and boundary control are negatively significant (Beta=-.311,
p<.001, adjusted R*=.095); in addition, perceived anonymity of self and boundary control are negatively
significant (Beta=-.602, p<.001, adjusted R*=.499). individuals with higher degree of perceived anonymity of
others have lower degree of control toward personal information; similarly, one with higher extent of
perceived anonymity of self have lower extent of control toward personal information. Namely, hypothesis
4-1 is supported.

In the first hierarchical step, this study finds R*Change of perceived anonymity of others is .097. The
predictive ability of perceived video content anonymity is the strongest (Beta=.656, p<.001) and R*Change
is .308.

(5) Boundary control and perceived risk

As for perceived risk, perceived video content risk (Beta=.656, p<.001, adjusted R*>=.402) and perceived
environmental risk (Beta=.200, p<.001, adjusted R>=.538) are positively significant, meaning the higher
degree of perceived environmental risk the higher degree of boundary control toward personal information;
similarly, the higher degree of perceived video content risk the higher degree of boundary control toward
personal information. In the light of this, hypothesis 5-1 is supported.

2. Boundary Disclosure
(1) Boundary disclosure and gender

The relationship between gender and boundary disclosure is measured by t-test and finds there is a
significant relationship (F=215.390, p<.001). The average of male (14.04) is greater than the average of
female (10.51); it shows male has more boundary disclosure than female. This result is consistent with
hypothesis 1-2 in this paper; thus, hypothesis 1-2 is supported.

And then, this study will use stepwise multiple regression to process perceived environmental risk and
perceived video content risk in the first hierarchical step; put self-presentation and pass time into the second
hierarchical step as well as internet experience (average spent hours per day, spent years, and negative
experience times) in the third hierarchical step and then process individual characteristics (age, education,
income per month).

(2) Boundary disclosure and motives

This study finds the motive “self presentation” of individuals is significantly related to boundary
disclosure (Beta=.636, p<.001, adjusted R?>=.811) and R*Change is .048.

The result could be accounted for those participants who have stronger motive of pass time have higher
degree to disclose their personal information. Thus, the result is partially supported to hypothesis 2-2 in this

study.

(3) Boundary disclosure and internet experience

The spent years of individuals on the internet have a negatively significant relationship with boundary
disclosure of personal information(Beta=-.059, p<.05, adjusted R?=.816) and R*Change is .002. While the
average hours spent on the internet have positively significant relationship with boundary disclosure
(Beta=.088, p<.05, adjusted R?=.814) and R*Change is .004. That’s say, more time individuals have spent on
the internet more boundary disclosure individuals will have, being consistent with hypothesis 3-2. Therefore,

hypothesis 3-2 is supported.
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Additionally, the negative experience individuals have ever met has been excluded from the process of

stepwise multiple regression; thus, hypothesis 3-5 is not supported.

(4) Boundary disclosure and self perception

During the process of analyzing data in this study, others identification and self identification are reversely
coded as perceived anonymity of others and perceived anonymity of self to explore the relationship between
perceived anonymity and boundary disclosure.

Result shows perceived anonymity of others and boundary disclosure are positively significant (Beta=.116,
p<.01, adjusted R>=.763, R*Change= .005). Result shows individuals with lower degree of perceived
anonymity of others have higher degree of self disclosure. In addition, perceived anonymity of self and
boundary disclosure are negatively significant (Beta=-.327, p<.001, adjusted R?>=.758); R*Change
is .055.Those participants with lower extent of perceived anonymity of self have lower extent of disclosure
toward personal information. Namely, hypothesis 4-2 is partially supported.

(5) Boundary disclosure and perceived risk

Perceived video content risk (Beta=.675, p<.001, adjusted R>=.455, R* Change= .456) is positively
significant, showing individuals with higher degree perceived risk towards personal video content higher
degree self-disclosure will be made. Perceived environmental risk (Beta=-.498, p<.001, adjusted R*=.703, R?
Change= .248) is negatively significant, meaning individuals with higher degree perceived risk towards
environment lower degree of self-disclosure will be made. In the light of this, hypothesis 5-2 is partially
supported.

3. Boundary Linkage
(1) Boundary linkage and gender

T-test is used to measure the relationship between gender and boundary linkage and finds there is a
significant relationship (p<.01). The average of male (14.55) is greater than the average of female (13.56),
showing male has more boundary linkage than female. This result is consistent with hypothesis 1-3 in this
paper; thus, hypothesis 1-3 is supported.

Following, this study will use stepwise multiple regression to practice perceived environmental risk and
perceived video content risk in the first hierarchical step; put self-presentation and pass time into the second
hierarchical step as well as internet experience (average spent hours per day, spent years, and negative
experience times) in the third hierarchical step and then process individual characteristics (age, education,
income per month).

(2) Boundary linkage and motives

This study finds the motive “pass time” of participants is negatively significant related to boundary
linkage (Beta=-.228, p<.001, adjusted R>=.498, R*Change= .034), being accounted for those participants who
have weaker motive of pass time have higher degree to open their personal linkage.

The motive, self presentation, of participants is positively significant related to boundary linkage
(Beta=.995, p<.001, adjusted R>=.464, R*Change=.118) and this paper thinks those with stronger motivation,
self presentation, have greater linkage to others. Thus, the result is supported to hypothesis 2-3 in this study.

(3) Boundary linkage and internet experience

The spent years of individuals on the internet have a positively significant relationship with boundary
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linkage of personal information(Beta=.103, p<.01, adjusted R?=.560, R*Change= .006). The average hours
spent on the internet have positively significant relationship with boundary linkage (Beta=.364, p<.001,
adjusted R?=.555, R*Change =.057). That’s say, more time individuals have spent on the internet more
boundary linkage individuals will have, being consistent with hypothesis 3-3. Therefore, hypothesis 3-3 is
supported.

Additionally, the negative experience individuals have ever met has been excluded from the process of
stepwise multiple regression; thus, hypothesis 3-6 is not supported.
(4) Boundary linkage and self perception

During the process of analyzing data in this study, others identification and self identification are reversely
coded as perceived anonymity of others and perceived anonymity of self to explore the relationship between
perceived anonymity and boundary linkage.

Result shows perceived anonymity of others and boundary linkage are positively significant (Beta=.502,
p<.001, adjusted R?>=.251, R*Change= .252). Result shows individuals with lower degree of perceived
anonymity of others have lower degree of linkage towards personal information. In addition, perceived
anonymity of self and boundary linkage are negatively significant (Beta=-.318, p<.001, adjusted R*=.347,
R’Change=.027).Those participants with lower extent of perceived anonymity of self have higher extent of
linkage towards personal information. Hypothesis 4-3 is partially supported.

(5) Boundary linkage and perceived risk

Perceived video content risk (Beta=.167, p<.001, adjusted R?>=.321, R* Change=.027) is positively
significant, showing individuals with higher degree perceived risk towards personal video content higher
degree linkage towards personal information will be made. Perceived environmental risk (Beta=.231, p<.001,
adjusted R?>=.302, R* Change=.020) is positively significant, meaning individuals with higher degree
perceived risk towards environment higher degree of linkage towards personal information will be made. In
the light of this, hypothesis 5-3 is not supported.

With regard to the relationship between perceived risk and perceived anonymity, this study uses
correlation to analyze and finds perceived anonymity of others and perceived environmental risk are
positively significant related (r=.123, p=.005 <.01), meaning the higher degree of perceived anonymity of
others the higher degree of perceived environmental risk. Moreover, perceived video content risk and
perceived anonymity of others are positively significant related, meaning the higher extent of perceived
anonymity of others the higher extent of perceived video content risk individuals may feel.

However, perceived environmental risk and perceived anonymity of self are not significant related (r=.066,
p>.05). Perceived video content risk and perceived anonymity of self are positively significant related (r=690,
p<.001), meaning higher perceived video content risk higher perceived anonymity of self individuals may
have.

Summarizing above results, this study finds participants who perceive higher degree of anonymity of
others feel higher degree of environmental risk; the higher degree of perceived video content risk the higher
degree of perceived anonymity of others and perceived anonymity of self. Thus, hypothesis 6-1 is not
supported.

Additionally, the higher degree of environmental risk individuals perceive the higher degree of anonymity
of self ones perceive; similarly, the higher degree of video content risk individuals have the higher degree of

anonymity of self ones have. Thus, hypothesis 6-2 is supported and consistent with the result Metzger & Pure
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(2009); shortly, participants will evaluate the degree of risk and benefit before disclosing, if the degree of

perceived risk is greater than benefit, participants tend to use privacy setting to manage personal information,

keep individual anonymity.

Table13: Correlation Analysis of perceived environmental risk and perceived video content risk

perceived environmental perceived video content
risk risk
Coefficient of Sig Coefficient Sig
correlation of
correlation
perceived 123" .00 533" .00
anonymity 5 0
of others
perceived 066 13 690" .00
anonymity 1 0
of self
Sum 527
Discussion

As preliminary study for measuring individual privacy management of YouTube, this study has found
male has more boundary control towards personal information than female. According to three interviewees in
this study, they have paid much attention to their privacy setting and may tend to delete or conceal sensitive
information and use nickname, pseudonym or special effect to disguise the real self and friends in the videos.

Self disclosure male participants made are greater than female participants. Similarly, based on previous
empirical researches, Acquisti & Gross (2006) indicates compared with males, females disclose less about sex
orientation, personal address and phone numbers. Taraszow et al. (2010) analyze the disclosure of teenage
profiles on Facebook and find males disclose more information about phone numbers, e-mail and personal
blog websites than females.

As for boundary linkage and gender, results show compared to males, females have lower degree of
linkage towards personal video blog and video contents. Similarly, Catlett (2007) explores the privacy
management of female participants on Facebook and discovers female users with less knowledge of privacy
control may have formed thinner privacy boundary; while, female users with higher knowledge of privacy
control may have formed thicker privacy boundary to control self-disclosure and limit the access to be linked.

With regard to self perception and privacy management behaviors, individuals who perceive lower extent
anonymity of self may have more control towards personal information, however, because of different use
motivations, for self presentation/expression or for pass time, individuals have less limitation on the linkage
and disclosure of their information boundary. Also individual motivations may affect their perceived risk
towards the content they disclose; thus, it is known that individual motivations are one of key factors to
determine the extent they manage their privacy.

Participants who can identify others from their own videos and perceive threat or risk from internet
environment have the tendency to have their information controlled and limited, not to disclose more personal

information as well as disallow others have the access to their video. The reason may be assumed that
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participants who can recognize social cues or characteristics of others from the video of others have great
concern and worry about the privacy of personal information.

As for the perceived risk of participants, this study finds participants are sensitive towards sex experience,
political position, financial condition and work and they will adopt the ways to avoid, ignore or reserve,
managing their privacy and determining what kind of video content can be shared with others. That is the
reason why hypothesis 5-3 in this study is not supported. Most importantly, when individuals who perceive
higher risk caused by outer environment have more control, less disclosure on their personal information.
Thus, it can be known environment and identification of others will affect the privacy management of
participants.

In addition, before uploading their self-disclosing videos in YouTube, users will take the sensitivity of
information as well as potential risk threat into consideration. This study assumes if the degree of keeping
anonymous is high, the potential threat from environment and disclosed content may be high, thus the

relationship between perceived anonymity and risk is positively related.

Suggestions

This study is based on Petronio’s CPM theory and privacy related researches to explore the privacy
management of participants uploading their disclosed videos in YouTube. Future research needs to survey
more participants who uploading videos about them randomly to achieve higher reliability or adopt in-depth
interview to explore how they manage their privacy, what the privacy concern is, in what kind of context may
affect their privacy management and what their motivations to manage privacy. Moreover, it is worthy of
being examined the difference between privacy concerns and privacy practices.

In this study, researcher puts much emphasis on how perceived risk of individuals may affect their privacy
management rather than on perceived benefit; thus, future study can put perceived risk and perceived benefit
into consideration to compare which of them cause effect on their privacy management.

Besides, the measuring items on negative experience are based on the negative experience when using the
internet rather than the negative experience when uploading personal videos, suggesting future research can

have further exploration.
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